
1



2



Automated infometrics: the ease with which bibliometric/infometric indicators can be 

collated has been steadily increasing, and ORCID promises another step change 

improvement in both accuracy and ease of collection.  The research community should 

be thinking about it’s comfort with an era where generation of these metrics is facile, 

and they will be readily available to those making funding, hiring, and/or promotion 

decisions.
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*Search retrieve Limited-Access Data requires the permission of the record holder.  As 

with other ORCID permissions, this permission can only be obtained through the use of 

the API. 

* Create/Update/Delete ORCID record data.  It’s a little complicated:

With permission, an ORCID member can create any item in an ORCID record, with the 

exception of the biography;

With permission, an ORCID member can update/delete any record data that is visible to 

them, e.g., private data for which they were the source, but not any other private data. 
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Example to the use to which the ORCID public data file can be used: instances of records 

claiming affiliation with New Zealand organisations in the 2015 public data file by 

organisation- and affiliation-type .  

Note:  Rows and columns can sum to more than the relevant total as the records can list 

multiple affiliations.

Note:  The public data file is a static snapshot of the ORCID registry, records which 

subsequently make their content Limited or Private will still have their historic content 

discoverable in the public data file should anyone care to look.
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Except in limited circumstances, messages from ORCID to Consortium members are sent 

to the Lead Agency to Distribute.  Support enquiries are similarly sent to the lead agency 

to address.  The main exception is the provision of a member’s API credentials, the 

request is still made via the Lead Agency, but the credentials are sent directly from 

ORCID to the member, i.e., the Lead Agency DOES NOT know the member’s credentials.
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Thirty-four founding Consortium members, spanning: government, research funders, 

universities, crown research institutes, district health boards, institutes of technology 

and polytechnics, and independent research institutes.
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Five additional agencies were working with us through the accession process.  By the 

time of the presentation, indication that they wanted to be publically recognises as 

intending to join had been received from four of these organisations.

13



Key entities in the Consortium and a diagram of the formal communication channels 

that connect them.

Left hand side deals with the New Zealand ORCID Hub

Right hand side deals with the operation of the Consortium 

Note: the IT Advisory Group and the Advisory Committee are nominated by Consortium 

members, and in this instance the Technology Partner is also a member.
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Privacy and ORCID.  ORCID records are owned by the researcher: they control what’s on 

it; who can see it; has who has the ability to make changes on it.  Under these 

circumstances the Office of the Privacy Commissioner appears comfortable with ORCID.  

NB: specifically untested is a scenario where ORCID records and/or record’s privacy 

settings are mandated by research organisations of their staff, or research funders of 

their applicants.
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Invitations to nominate to the Advisory Committee will be sent to members’ Main 

Contacts in the coming weeks

Invitations to nominate to the IT Advisory Group will be sent to members’ Technical 

Contacts in the coming weeks
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